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Annual Section 64.2009( e) CPNI Certification for 2012 covering the prior calendar year 
201·] 

1. Date filed: 2/29/2012 

2. Nalneofcolnpany covered by this certification: Gate\vay Telecolll, LLC~ d/b/a 
Stratus \\lave Cotnrllunications, 1.;LC 

3. Fornl 499 Filer ID: 821764 

4. Name of signatory: John Reasbeck 

5, Title of signatory: Chief Operating OffIcer 

6. Certification: 

Il< John Reasbeck~ certify that Ianl an officer of the cOll1pany nanled above~ and 
acting as an agent of the company, that I have personal knowledge that the cOlnpany has 
established opctating procedures that arc adequate to ensure compliance vvith the 
ComJllission's CPNI rules. See 47 C.F.H.. § 64.2001 et seq. 

Attached to this certification is an accompanying statenlent explaining how the 
cOlllpany' sprocedures ensure that the company is in compliance with the requirell1cnts 
(including those Inandating the adoption of CPNI procedures~ training, recordkeeping, 
and supervisory revie\v) set forth in section 64.200): et seq. of the Conllnissioll 's rules. 

The cOillpanyhas not taken actions (i.e., proceedings instituted or petitions filed 
by a company at either state commissions, the court systenl, or at the C0111f11ission 
against data brokers) against data brokers in the past year. 

The C0111pany has not received custo111er cOll1plaints in the past year concerning 
theunauth()rized release of CPNL 

Theconlpany represents and warrants that the above certification is consistent 
with 47 C.F.R. § 1.17 which requires truthful and accurate statements to the 
Cmntnissioll; The C0111pany also acknowledges that false state.ments and 
misrepresentations to the COlnmission are punishable under Title 18 of the U.S. Code 
and may subject it to enforcement action. 
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Signed _-----,.~=;;",...'-+-....::{---_-_-_, Chief Operating Oilicer 
/' 
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Attachmcnt~ Acconlpanying Statetnent explaining CPNI procedures 
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CPNIPolicy Statement 

]. Our company utilizes an enlployee training program 'with a disciplinary process and 
supervisory review to ensure cOlllpliance w'ith CPNI rules and regulations. 

2. All of the company's proprietary data bases~ including that containing Cllst0111er 
information, are password protected, and access to sanle is litnited to authorized 
personnel only. Distribution of the password is linlited to those authorized personnel. 
The password wilJ be changed routinely, and \vhenever an enlployee with access to such 
data bases leaves the company. 

3. Nocustoll1er infornl<ltiol1 in any tonn is 'to be removed fronl the cOll1pany's oftlces by 
eniployees or others. This includes computer printouts, handwritten infornlation or notes~ 
copiesoft11es or documents in any electronic fonn, and verbal transnlissionof Cllstolller 
infoftnation to persons who are not direct enlployees of the conlpany. 

4. Employees arc to closely guard CtlstOlller lists, contact iufortnutiol1, telephone 
t1ttlubers, and all other CtlstOlner information~ both proprietary and pub1ic~ to prevent any 
inf()rnlatioll from being renlovcd from Ollr offices by non-ernployees eitheraccidemully 
or intentionally. 

5. Disconnected or inactive customer files are to be retained for no Blore than 3 years~ 
und· then shredded. Disconnected or inactive customer files are never to be placed in the 
trashllllshredded. Custorner database printouts are to be shredded \vhen replaced by 
newer r)rintollts. 

6~Our company has a supervisory approval process in place for any proposed outbound 
111arketing·request for CPNI. 

7. . Our company has a notification process in place to alertla\v enforcenlent. the FCC 
and affected custonlcrs in the event of a CPNI breach. 

8. Our company requires a photographic identification frolll any custOlllers requesting 
account infonnation in our retail stores. Our conlpany does not have a mechanisl11 
\vhereby Cllst0111erS can access their accounts online, so no password protection for online 
accounts is required. Our con1pany requires that all requests for ePNI that come in by 
telephone be reduced to wTitingand sent to the COll1pctny via e-tl1ail or paper, so no CPNI 
is released to customers on the telephone. Responses to custonler inquiries are sent to the 
custotner's· address of record or previously-supplied e-ll1ail account. Our company 
intends to implement a system fbr password protection of customer accounts that would 
enable online access, but has not yet done so. 

9. l\mong other things, any online access system \-vilI include a notitlcation process to 
provide immediate notice to customers when a custonler-iriitiated password or backup f'()r 
forgotten passwords, an online accollnt, or the address of record, is created or changed. 



10. Our conlpany has a formal process in place to certify the CPN[ protection policies 
instituted by our applicable vend()rs~ service bureaus and wholesale carriers. Our 
cOlupany docs not conduct joint Inarketing with these entities and therefore is not 
required to obtain opt-in consent from customers for joint marketing purposes. 

11, Appropriate disciplinary actionwill be taken ft)r any violations of this policy. 
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